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INFORMATION FOR PARENTS & CARERS

Here's
what we
covered:

e We need to think critically
when we're online. We
should ask questions:

Who made this and why?
Could it be Al generated?
Is this misinformation or
disinformation?

Is it trying to sell me
something?

e Online scams are tricks or
lies that people use on the
internet to take something
from you, including your
money or personal
information. Some sus signs
to look out for include

feels too good to be true
requests for personal info
uninvited messages
urgency

wanting you to click a link

Some conversation
starters fFor home:

® |magine a world where everyone believed
everything they read/watched online. What do
you think this would be like?

® Have you seen any deepfake images or videos
online pretending to be someone? Why could
this be dangerous?

® What sort of scams have you seen online?
What were some of the 'sus signs'?

® Who are some online celebrities? (e.g. MrBeast)
Are they good role models? Why or why not?
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